**Under which step of the GDPR, you need to understand what kind of personal data your company has, and how it is used.**

1. Educate your leadership and employees. *This answer is incorrect because in this step you need to make sure that the right people in your organization know about the GDPR. And, they also need to know enough to make good decisions about what you need to do to implement GDPR.*
2. Define and communicate your data protection strategy. *This answer is incorrect because in this step the organizations need to define and communicate data protection strategies. And, every organization should have a written policy and procedure that is specific to their context about how they handle personal data and enact privacy principles.*
3. Understand how your organization uses personal data. *This answer is correct because in this step you need to understand what kind of personal data your company has and how it is used. Also, you should document what personal data you hold, where it came from and who you share it with.*
4. Identify gaps. *This answer is incorrect because in this step of the GDPR, it is important to identify gaps between the protection policies your organization already have and the policies you have yet to comply in regards to GDPR.*

Answer: c)

**In which step of the GDPR, the technology our organization has needs to support and enable compliance through people and processes.**

1. Address challenges around people, process, and technology. *This answer is correct because in this step we need to support competent and skilled employees, effective processes, and your overall compliance strategy. Under this step, we also discuss about the impact of the GDPR that has on your technology. The technology your organization have needs to support and enable compliance through people and processes.*
2. Understand how your organization uses personal data. *This answer is incorrect because in this step you need to understand what kind of personal data your company has and how it is used. Also, you should document what personal data you hold, where it came from and who you share it with.*
3. Identify gaps. *This answer is incorrect because in this step of the GDPR, it is important to identify gaps between the protection policies your organization already have and the policies you have yet to comply in regards to GDPR.*
4. Define and communicate your data protection strategy. *This answer is incorrect because in this step the organizations need to define and communicate data protection strategies. And, every organization should have a written policy and procedure that is specific to their context about how they handle personal data and enact privacy principles.*

Answer: a)

**In which step of the GDPR, we may need to organize an information audit across the organization or within particular business areas.**

1. Identify gaps. *This answer is incorrect because in this step of the GDPR, it is important to identify gaps between the protection policies your organization already have and the policies you have yet to comply in regards to GDPR.*
2. Address challenges around people, process, and technology. *This answer is incorrect because in this step we need to support competent and skilled employees, effective processes, and your overall compliance strategy.*
3. Define and communicate your data protection strategy. *This answer is incorrect because in this step the organizations need to define and communicate data protection strategies. And, every organization should have a written policy and procedure that is specific to their context about how they handle personal data and enact privacy principles.*
4. Understand how your organization uses personal data. *This answer is correct because in this step you need to understand what kind of personal data your company has and how it is used. Also, in this step you may need to organize an information audit across the organization or within particular business areas.*

Answer: d)

**Under which step of the GDPR, we identify gaps between the protection policies your organization already have and the policies you have yet to comply in regards to GDPR.**

1. Understand how your organization uses personal data. *This answer is incorrect because in this step you need to understand what kind of personal data your company has and how it is used. Also, you should document what personal data you hold, where it came from and who you share it with.*
2. Identify personal data handling, managing and policy related gaps. *This answer is correct because in this step of the GDPR, we identify gaps between the protection policies your organization already have and the policies you have yet to comply in regards to GDPR.*
3. Address challenges around people, process, and technology. *This answer is incorrect because in this step we need to support competent and skilled employees, effective processes, and your overall compliance strategy.*
4. Define and communicate your data protection strategy. *This answer is incorrect because in this step the organizations need to define and communicate data protection strategies. And, every organization should have a written policy and procedure that is specific to their context about how they handle personal data and enact privacy principles.*

Answer: b)

**Under which step of the GDPR, we need to revise or modify our data processing procedures, implementation, and the security of these processes- in order to bridge the gaps of compliance in our organization.**

1. Understand how your organization uses personal data. *This answer is incorrect because in this step you need to understand what kind of personal data your company has and how it is used. Also, you should document what personal data you hold, where it came from and who you share it with.*
2. Identify personal data handling, managing and policy related gaps. *This answer is incorrect because in this step of the GDPR, it is important to identify gaps between the protection policies your organization already have and the policies you have yet to comply in regards to GDPR.*
3. Address challenges around people, process, and technology. *This answer is correct because in this step we need to support competent and skilled employees, effective processes, and your overall compliance strategy. In this step, you may need to revise or modify your data processing procedures, implementation, and the security of these processes- in order to bridge the gaps of compliance in your organization.*
4. Define and communicate your data protection strategy. *This answer is incorrect because in this step the organizations need to define and communicate data protection strategies. And, every organization should have a written policy and procedure that is specific to their context about how they handle personal data and enact privacy principles.*

Answer: c)